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Introduction
Thank you for reading our quarterly update on AML/CFT regulatory developments related to anti-money laundering 

and counter-terrorist financing that affect customer onboarding operations at multinational financial institutions. 

The first quarter of 2021 found regulators around the world updating and expanding their available guidance 

on existing compliance requirements, including customer information gathering, identity verification, beneficial 

ownership ascertainment, account risk ranking, and due diligence. Among the jurisdictions where regulators or self-

regulatory organizations issued new interpretations and clarifications of existing rules were Australia, Hong Kong, 

France, and Brazil. The European Banking Authority issued a number of interpretations based on its experience 

and lessons learned reviewing institutions’ AML/CFT implementation efforts. The resulting guidance will likely help 

shape the views of national regulators through the European Union.

As the United Kingdom continues to wrestle with the significant administrative implications of Brexit, it has come 

up with its own list of high-risk jurisdictions. It will now maintain this list independently of, but presumably in 

consultation with, its neighbors on the continent.

An ongoing theme in financial services during the pandemic is the acceleration of remotely provided banking 

services. As we have covered in previous editions, regulators continue to update rules and guidance to ensure 

existing AML/CFT regimes mandate controls suited to the increasingly digitized environment. A significant example 

is the geolocation requirements launched in Mexico during the first quarter.

We also discuss a Canadian enforcement action that offers a recent illustration of a long-standing dynamic in AML/

CFT regulation: divergence between regulators’ expectations and institutions’ practices can lead to material fines 

and adverse attention, even where there is no willful cited evidence of misconduct on the part of the institutions’ 

compliance and operations personnel. In other words, the lack of a comprehensive and robust approach to AML/

CFT risk in the client lifecycle leads to perceived gaps. Perceived gaps, in turn, can lead to significant penalties and 

enforcement response costs.
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Australia holds comment period on 
proposed amendments to the AML/CTF 
Rules

On January 27, 2021, the Australian government 

announced proposed amendments to the Anti-Money 

Laundering and Counter-Terrorist Financing Rules and 

opened the comment period for feedback. The comment 

period for the amendments closed on March 11, 2021. 

The draft rules seek to amend the Anti-Money Laundering 

and Counter-Terrorist Financing Rules to align them 

with the updates to the Anti-Money Laundering and 

Counter-Terrorist Financing Act from last year. The new 

draft rules make several modifications to rules regarding 

customer identification and due diligence procedures.

Specifically, and among other things, the draft rules 

impose additional due diligence obligations on 

correspondent banking relationships and prohibit 

financial institutions from entering into correspondent 

banking relationships with banks that allow shell banks 

to use their accounts. 

The draft rules also clarify requirements regarding 

customer identification when there are doubts about 

the veracity of information, requiring reporting entities 

to obtain and verify or update and verify additional KYC 

information if there are questions about a customer’s 

identity or if a suspicious matter report regarding the 

customer has been filed. 

Additionally, the draft rules expand and clarify the 

circumstances under which banks can rely on customer 

identification conducted by other reporting entities, 

including permitting reporting entities to enter into 

reliance agreements, provided they conduct risk-based 

analyses and regularly assess and identify deficiencies 

of the agreements.

Hong Kong publishes AML/CFT Frequently 
Asked Questions sheet 

The Hong Kong Monetary Authority, in conjunction with 

the Hong Kong Association of Banks, published a revised 

set of FAQs on the topic of anti-money laundering and 

counter-financing of terrorism on February 2, 2021. 

The FAQs include an expansive section on identity 

verification requirements, providing details on 

acceptable documents for residents and nonresidents; 

acceptable documents for registered businesses, 

startups, and overseas businesses; and registry 

requirements for beneficial owners and trusts. 

The FAQs also clarify situations in which customer due 

diligence (CDD) would be activated, enhanced customer 

due diligence (EDD) may be necessary, or when a customer 

would be considered a politically exposed person (PEP). 

AUSTRAC updates AML/CTF compliance 
documents and webpages  

On March 29, 2021, AUSTRAC updated guidance on 

AML/CTF compliance programs, publishing regulatory 

quick guides for businesses on several topics and 

updating web resources with respect to customer 

identification procedures and customer due diligence. 

The new guides cover topics such as ongoing 

customer due diligence and correspondent banking 

relationships; however, they do not provide any 

new regulatory requirements for supervised 

entities and are designed to help businesses 

improve their AML/CTF compliance programs.  

The webpage covering customer identification 

and due diligence has been significantly revised to 

include additional guidance on applicable customer 

APAC

https://www.austrac.gov.au/consultation-now-open-rules-amlctf-reforms
https://www.hkma.gov.hk/media/eng/doc/key-functions/banking-stability/aml-cft/FAQ_amlcft_feb_2021.pdf
https://www.austrac.gov.au/review-your-amlctf-compliance-program-our-latest-guides
https://www.austrac.gov.au/are-your-applicable-customer-identification-procedures-date
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APAC continued

identification procedures, including the use of examples 

of scenarios demonstrating consequences of insufficient 

customer identification processes. 

AUSTRAC also slightly modified its page on enhanced 

customer due diligence, listing the required components 

of an EDD program and clarifying that submission of a 

suspicious matter report does not alter customer risk 

and cannot be substituted for conducting EDD. 
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France updates AML/CFT regulatory 
framework

On January 16, 2021, the “Decree of January 6, 2021 

relating to the system and internal control in matters of 

the fight against money laundering and the financing 

of terrorism and the freezing of assets and prohibition 

of the provision or use of funds or economic resources” 

(“Decree of January 6”) was published. The Decree of 

January 6 consolidates the AML/CFT provisions located 

in the “Decree of November 3, 2014 relating to the 

internal control of companies in banking” (“Decree of 

November 3”), situating the AML/CFT regulations for 

financial institutions in their own decree. Additionally, the 

Decree of January 6 harmonizes those provisions with 

the Monetary and Financial Code, which has changed 

considerably since the publication of the Decree of 

November 3. Provisions related to internal procedures, 

such as due diligence measures and risk assessments of 

business relationships were consolidated and clarified in 

Article 6 through 10 of the Decree of January 6.

While most obligations imposed on regulated entities 

by the Decree of January 6 were transposed from the 

Decree of November 3, a new provision was added that 

requires regulated entities to designate an individual 

who will be responsible for overseeing, on a permanent 

basis, the AML/CFT system (including the asset freezing 

procedures). Similarly, regulated entities must designate 

an individual responsible for periodic reviews of the 

AML/CFT framework to assess the effectiveness of the 

compliance regime. 

Additionally, new requirements were added in the case 

of the outsourcing of AML/CFT functions. Regulated 

entities are obligated to inform the ACPR of any 

outsourced functions and insert into any outsourcing 

agreements certain provisions pertaining to training 

requirements that the service provider must comply 

with, the protection of confidential information, and 

other compliance standards.

Luxembourg updates financial sanctions 
regime

On December 19, 2020, the “Law of 19 December 

2020 on the implementation of restrictive measures in 

financial matters” was signed into law by the Grand Duke 

of Luxembourg. The Law came into force on December 

27, 2020. The Law of 19 December 2020 repealed and 

effectively replaced the previous “Law of 27 October 

2010 on the implementation of United Nations Security 

Council resolutions and acts adopted by the European 

Union containing prohibitions and restrictive measures 

in financial matters against certain persons, entities and 

groups in the context of the fight against the financing of 

terrorism” as the governing regulation for Luxembourg’s 

financial sanctions regime.

The Law provides for a broad range of potential 

sanctions, including a prohibition of financial activities 

of any kind; a prohibition on providing financial services, 

technical assistance, training, or advice; and the freezing 

of funds, assets, or other economic resources.

Among other reforms, the Law of 19 December 2020 

expands the scope of individuals covered by the 

financial sanctions regime. Restrictive measures in 

financial matters have previously applied and continue 

to apply to “natural persons of Luxembourg nationality 

who reside or operate in…Luxembourg or abroad” and 

legal persons having their registered office or a center 

of operations in Luxembourg regardless of whether 

they have operations or offices abroad. In addition, 

financial sanctions can now also apply to “branches 

of Luxembourg legal persons established abroad,” 

EMEA

https://www.legifrance.gouv.fr/jorf/id/JORFTEXT000042992976
https://www.cssf.lu/wp-content/uploads/L_191220_restrictive_measures_eng.pdf
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Luxembourg branches of foreign legal persons, and all 

other natural and legal persons operating in Luxembourg 

as well.

The Law also extends protection to any person who, in 

good faith, discloses violations of the Law. 

European Banking Authority revises AML/
CFT guidelines

On March 1, 2021, the European Banking Authority 

published revised AML/CFT guidelines for financial 

institutions and supervisory authorities. The revisions 

are intended to further strengthen firms’ CDD measures. 

Specific revisions set out by these guidelines include 

the requirement to identify the customer’s beneficial 

owner(s), and the corresponding identity verification 

steps that should be taken; a clear definition of high-

risk countries, which – when involved with a transaction 

or a business relationship – result in the application 

of EDD; and modified standards governing the use of 

innovative technological tools in non-face-to-face CDD 

interactions.

Relevant authorities must notify the EBA of their 

compliance or intention to comply with the revised 

guidelines by June 1, 2021.

United Kingdom amends schedule of high-
risk jurisdictions requiring EDD

Effective March 26, 2021, the United Kingdom has 

amended its Money Laundering and Terrorist Financing 

Regulations to include an updated schedule of high-

risk jurisdictions. Previously, the UK conformed to 

the European Commission’s EU-wide list of high-risk 

jurisdictions. But now, the UK maintains its own schedule, 

independent of the EU list. Firms and banking authorities 

are obligated to apply enhanced customer due diligence 

(EDD) when they encounter any transaction or business 

relationship involving a high-risk country.

New jurisdictions determined to be high-risk under the 

updated schedule include Albania, Burkina Faso, and the 

Cayman Islands. The full schedule of high-risk countries 

is as follows: Albania, Barbados, Botswana, Burkina 

Faso, Cambodia, Cayman Islands, Democratic People’s 

Republic of Korea, Ghana, Iran, Jamaica, Mauritius, 

Morocco, Myanmar, Nicaragua, Pakistan, Panama, 

Senegal, Syria, Uganda, Yemen, and Zimbabwe.

EMEA continued

https://www.eba.europa.eu/eba-publishes-final-revised-guidelines-money-laundering-and-terrorist-financing-risk-factors
https://www.legislation.gov.uk/uksi/2021/392/introduction/made
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FINTRAC publishes guidance on PEPs and 
HIOs

In February 2021, the Financial Transactions and Reports 

Analysis Centre of Canada published updated guidance 

on politically exposed persons (PEPs) and heads 

of international organizations (HIOs). The guidance 

outlines who qualifies as a PEP, HIO, and a family member 

or close associate of one of the two. The guidance also 

covers how a registered entity might detect or establish 

risk levels of PEPs and HIOs. The guidance comes into 

effect on June 1, 2021.

The guidance defines two types of PEPs: domestic and 

foreign. A domestic PEP is an individual who holds, 

or has held in the last five years, a specific position 

in the Canadian government. The position can be on 

the federal, provincial, or municipal level and includes 

serving as an ambassador, military officer, or mayor. An 

individual’s status as a domestic PEP ends five years 

after he or she has left office or five years after his or her 

passing. Conversely, a foreign PEP is an individual who 

holds, or has held at any point, a position on behalf of a 

foreign jurisdiction. A person can be labeled as a foreign 

PEP regardless of his or her citizenship, residence status, 

or birthplace. Unlike a domestic PEP, an individual never 

stops being a foreign PEP, even after he or she has 

passed away. 

An HIO is an individual who holds, or has held in the 

last five years, the primary leading role (e.g., CEO 

or president) in an international organization. An 

international organization is defined as a group that is 

“set up by the governments of more than one member 

country, has activities in several countries, and is bound 

by a formal agreement among member countries.” 

Examples of international organizations are listed in 

Annex 1 to the guidance, and include the International 

Criminal Court, Organization of American States, and 

World Customs Organization. An individual’s status as 

an HIO ends five years after he has left his role or five 

years after his or her passing.

Family members of PEPs and HIOs, as defined by the 

Proceeds of Crime (Money Laundering) and Terrorist 

Financing Act, include spouses, children, parents, in-

laws, and siblings. Similar to the standards listed above, 

a family member of a domestic PEP or HIO will retain 

this label until the domestic PEP or HIO has left office 

or been deceased for five years. In the case of a foreign 

PEP, a family member’s affiliation will never cease, even 

if the foreign PEP has passed. Under the guidance, 

close associates of PEPs and HIOs are those who share 

a personal and/or business connection. Examples of 

these relationships include business partners, beneficial 

owners, romantic partners, and joint policyholders. Once 

an individual is identified as a close associate of a PEP 

or HIO, the determination remains until the connection 

ends. 

A common way to determine PEP or HIO status is 

by “detecting a fact” about one of these individuals. 

Detecting a fact can be a passive or proactive process and 

involves discovering information through an account-

based or non-account-based business relationship. 

For example, a registered entity may have reasonable 

grounds to suspect that an individual is a PEP, HIO, family 

member, or close associate when reviewing information 

related to an existing client. Once a registered entity 

detects this information, it should confirm that the 

individual is, in fact a PEP, HIO, or affiliate of one of the 

two. This may entail cross-checking the name, address, 

date of birth, and/or transaction activities. 

Finally, if a registered entity believes that a domestic 

PEP, HIO, or family member or close associate of one 

North America 

https://www.fintrac-canafe.gc.ca/guidance-directives/client-clientele/pep/pep-eng
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of the two is likely to engage in money laundering or 

terrorist financing, the individual will be treated as 

high-risk. Additionally, any foreign PEP and his or her 

family members and close associates are automatically 

deemed to pose a high risk. Specific measures on dealing 

with high-risk individuals are outlined in the Proceeds of 
Crime (Money Laundering) and Terrorist Financing Act.

FFIEC releases updated sections of the 
FFIEC Bank Secrecy Act/Anti-Money 
Laundering Examination Manual

On February 25, 2021, the Federal Financial Institutions 

Examination Council of the United States released 
several updated sections of the BSA/AML Examination 
Manual. The updates include a new “Introduction” section 

and modifications to the “Customer Identification 

Program” section. The BSA/AML Examination Manual 

itself does not establish any specific requirements or 

new instructions for financial institutions; rather, the 

manual provides instructions to examiners assessing the 

adequacy of a bank’s compliance programs. Updates to 

the manual help to provide further transparency into 

the examination process and reinforce the risk-focused 

approach to the examination work.

Compared to the previous “Customer Identification 

Program” section of the BSA/AML Examination Manual, 

last updated in February 2015, the newly updated section 

of the manual provides several modifications, primarily 

providing additional clarification around risk-based rules 

and procedures. The new edits to the manual include 

two new modifications to the “Customer Information 

Required” subsection: the first modification clarifies 

that the CIP rules permit banks to open an account for a 

customer who has applied for but not yet received a tax 

information number, provided that the bank confirms 

the application details and obtains the number within 

a reasonable period of time after account opening. The 

second edit clarifies an alternative process for obtaining 

CIP identifying information for credit card accounts 

that allows banks to obtain information from a third-

party source before extending credit to the customer.

The manual also adds a new subsection titled “Examiner 

Assessment of the CIP Process,” which emphasizes 

the possibility for variation in customer identification 

programs given the emphasis on a risk-based approach, 

and encourages examiners to evaluate a bank’s internal 

controls and compliance in light of its size, complexity, 

and organizational structure. 

FINTRAC publishes guidance on identity 
verification requirements for securities 
dealers and beneficial owner requirements

In March 2021, the Financial Transactions and Reports 

Analysis Centre of Canada published two guidance 

updates: one on verifying the identity of persons and 
entities involved in securities dealings and another on 

beneficial owner requirements. Both pieces of guidance 

come into effect on June 1, 2021.

Under the Proceeds of Crime (Money Laundering) and 
Terrorist Financing Act (“the Act”), securities dealers 

are required to verify the identity of clients for large 

cash transactions, large virtual currency transactions, 

suspicious transactions, and account openings. A large 

transaction is defined as one that is $10,000 or more. 

In addition to verifying the identity of a client during 

the account opening process, securities dealers should 

keep client identification information up to date. This 

may include reviewing a client’s address or nature of 

business on a recurring basis. The actual frequency of 

monitoring this information depends on a securities 

dealer’s risk assessment for a particular client. 

North America continued 

https://laws-lois.justice.gc.ca/eng/acts/P-24.501/?wbdisable=false
https://laws-lois.justice.gc.ca/eng/acts/P-24.501/?wbdisable=false
https://www.ffiec.gov/press/pr022521.htm
https://bsaaml.ffiec.gov/manual
https://bsaaml.ffiec.gov/manual
https://www.fintrac-canafe.gc.ca/guidance-directives/client-clientele/client/sec-eng
https://www.fintrac-canafe.gc.ca/guidance-directives/client-clientele/client/sec-eng
https://www.fintrac-canafe.gc.ca/guidance-directives/client-clientele/bor-eng
https://laws-lois.justice.gc.ca/eng/acts/P-24.501/?wbdisable=false
https://laws-lois.justice.gc.ca/eng/acts/P-24.501/?wbdisable=false
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North America continued 
With respect to beneficial ownership, the Act requires 

that all reporting entities, unless exempt due to a 

particular exception, obtain beneficial ownership 

information when verifying the identity of an entity. 

Beneficial owners are “individuals who directly or 

indirectly own or control 25% or more of a corporation 

or an entity other than a corporation.” During the 

verification process, reporting entities are required 

to collect information about ownership, control, and 

structure. For certain types of entities, such as trusts, 

reporting entities must also collect names and addresses 

of all trustees, beneficiaries, and settlors.

According to the guidance, reporting entities should 

ask for beneficial ownership information either verbally 

or in writing. Reporting entities are then required 

to confirm the accuracy of this information through 

“reasonable measures.” An example of a reasonable 

measure is referring to a corporation’s official records, 

which might be in the form of a minute book, securities 

register, certificate of corporate status, or shareholder 

agreement. Another method of confirmation is asking a 

client to sign a document that attests to the accuracy of 

the entity’s ownership, control, and structure. 

Annex 1, 2, and 3 of the guidance provide examples 

of recording beneficial ownership information for a 

corporation, trust, and entities that do not qualify as 

a corporation or trust. In the case of a corporation, 

a reporting entity must record the corporation’s 

directors, names and addresses of all individuals who 

directly or indirectly own or control 25% or more of 

the corporation’s shares, information establishing the 

corporation’s ownership, control and structure, and 

reasonable measures taken to confirm the accuracy of 

all information. Similar requirements are in place, with 

slight variations, for trusts and other entities.

FINTRAC fines C&Z Holdings Ltd. for AML/
CFT deficiencies

On March 4, 2021, the Financial Transactions and 

Reports Analysis Centre of Canada announced that it 

levied an administrative monetary penalty of $101,969 

CAD ($80,787.49 USD) against C&Z Holdings Ltd. 

The money services business, which operates as Golden 

Apple, violated a number of regulations in the Proceeds 
of Crime (Money Laundering) and Terrorist Financing 
Act. Most notably, the company’s customer due diligence 

measures failed to assess business relationships and/

or transactions with high-risk geographic locations, 

products, delivery channels, and individuals (including 

politically exposed persons). 

C&Z Holdings Ltd. also failed to maintain an ongoing 

training program and document compliance policies, 

among other violations. 

Mexico’s National Banking and Securities 
Commission’s device geolocation 
requirement comes into force

Starting on March 21, 2021, the device geolocation 

requirement implemented by Mexico’s National Banking 

and Securities Commission and the Office for the 

Treasury and Public Credit will begin coming into force. 

When opening an account or entering into a contract 

with a client in a non-face-to-face manner, certain 

financial institutions will now be required to obtain the 

geolocation of the device the client is using to open 

the account or enter into the contract. The financial 

institutions that are affected by this rule are investment 

advisors, money transmitters, multipurpose financial 

companies, brokerage houses, currency exchanges, 

popular financial companies, credit institutions (banks), 

https://www.fintrac-canafe.gc.ca/new-neuf/nr/2021-03-04-eng
https://laws-lois.justice.gc.ca/eng/acts/P-24.501/?wbdisable=false
https://laws-lois.justice.gc.ca/eng/acts/P-24.501/?wbdisable=false
https://laws-lois.justice.gc.ca/eng/acts/P-24.501/?wbdisable=false
https://www.gob.mx/cnbv/prensa/comunicado-no-25-inicio-escalonado-de-la-implementacion-de-geolocalizacion-de-dispositivos-para-operaciones-financieras?idiom=es
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North America continued 
savings and loan cooperative societies, investment 

funds, and credit unions. The requirement comes into 

force on March 21 for money transmitters and popular 

financial companies, on March 22 for multipurpose 

financial companies, currency exchanges, and savings 

and loan cooperative societies, on March 23 for 

investment advisors, credit institutions (banks), and 

credit unions, and on July 23 for brokerage houses and 

investment funds.

The device geolocation requirement was part of a larger 

set of reforms that were passed by the Commission in 

March and July of 2019. Recognizing that complying 

with this new measure would take significant effort and 

time, the Commission set the deadline for compliance 

with the requirement to be twenty-four months from 

the date of entry into force of the 2019 reforms.

The geolocation of the device is intended to be used 

as an AML/CFT customer risk indicator by the financial 

entities. The Commission has noted that the device 

geolocation requirement is in accordance with FATF’s 

March 2020 “Guidance on Digital ID” and stems from 

Mexico’s commitments as a member of FATF.
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South America 

The Financial Activities Control Council 
publishes clarifications on AML/CFT 
procedures

On March 11, 2021, the Financial Activities Control Council 

of Brazil published Resolution No. 36, of March 10, 2021 
and Normative Instructions No. 6, of March 10, 2021. 
Both the Resolution and the Normative Instructions 

come into force June 1, 2021. 

The Resolution regulates the “adoption of policies, 

procedures and internal controls to prevent money 

laundering,” clarifying and expanding upon Articles 10 

and 11 of Law No. 9,613, of March 3, 1998 (“Anti-Money 

Laundering Law”). Article 2 of the Resolution outlines 

the “minimum” organizational AML framework that 

regulated entities are obligated to devise and share with 

the Council. This framework includes the establishment 

of compliance roles as set out in Article 12 of the 

Anti-Money Laundering Law, an internal AML/CFT 

risk assessment, and the collection and verification of 

registration information when onboarding new clients.

Article 6 of the Resolution outlines the obligatory 

internal risk assessment that all regulated entities must 

carry out. The Council recognizes that the size of a 

regulated entity and the volume of its operations are a 

significant AML/CFT risk factor, but additionally notes 

that entities should take into account their customer 

base; their own business model, and any geographical 

risks associated with that business model; as well as 

their employees and business partners. The internal 

risk assessment must be updated every two years and 

whenever there is a significant change in the entity’s risk 

profile. The Normative Instructions detail the criteria — 

specifically, size of operations and AML/CFT risk profile 

as evaluated by the internal risk assessment — for 

smaller regulated entities to waive compliance with the 

provisions of the Resolution.

Article 7 of the Resolution clarifies the AML/CFT 

requirements for client onboarding. Regulated entities 

must consider the risk profile of the client and their 

operations, the entity-wide AML/CFT procedures, and 

the entities’ own risk profiles. Beyond that, Article 7 lists 

an explicit obligation for entities to develop AML/CFT 

procedures to verify client identifying data in non-face-

to-face onboarding situations. The client onboarding 

procedures must cover evaluation of whether the 

financial capabilities of the client match the operations 

they intend to perform; verification of whether the 

client is a politically exposed person; and collection of 

all customer data required by Council rules applicable to 

the regulated entity’s sector.

Article 9 of the Resolution notes that client onboarding 

procedures must establish the beneficial owners of the 

client. The Resolution clarifies that a minimum reference 

equity interest can be set as part of these procedures, 

but that the minimum value cannot exceed 25% of the 

equity interest of the client.

https://www.gov.br/coaf/pt-br/acesso-a-informacao/Institucional/a-atividade-de-supervisao/regulacao/supervisao/normas-1/resolucao-coaf-no-36-de-10-de-marco-de-2021
https://www.gov.br/coaf/pt-br/acesso-a-informacao/Institucional/a-atividade-de-supervisao/regulacao/supervisao/normas-1/instrucao-normativa-coaf-no-6
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Contacts

Steve is a globally recognized authority on anti-money laundering (AML) and sanctions laws 

and has extensive knowledge of regulations aimed at preventing the financing of terrorism. 

He counsels clients on the full range of laws governing U.S. financial institutions, providing 

practical business and operational advice that addresses compliance requirements. His 

practice also encompasses representing firms before a wide range of regulatory bodies, 

including the Financial Crimes Enforcement Network (FinCEN) and the Office of Foreign 

Assets Control (OFAC). Steve previously was the Chief Anti-Money Laundering and U.S. 

Sanctions Officer at Fidelity Investments and represented the investment industry on the Bank Secrecy 

Act Advisory Group of the U.S. Department of the Treasury. Earlier in his career, he served as Counsel to 

the Financial Services Committee of the U.S. House of Representatives, where he advised Congress on 

pending legislation and helped conduct money laundering investigations, and worked in the Office of the 

U.S. General Counsel of the Securities and Exchange Commission.

Fabio Urso is Director and Industry Principal in Financial Services at Pega, where he 

specializes in Pega’s Client Lifecycle Management (CLM) and Know Your Customer (KYC) 

solution, including the client classification part of tax and regulatory regimes such as CRS, 

FATCA, Dodd-Frank, EMIR and MiFID. Fabio joined Pega in 2018. After earning a degree 

in law, he entered the banking industry and served in a number of key front- and back-

office positions at organizations such as ABN AMRO Bank, The Royal Bank of Scotland and 

Rabobank, where he was the Subject Matter Expert for client due diligence processes and 

procedures as well as the tools supporting them, for which he was creating the business and functional 

requirements. As a member of  the department running regulatory deliverables and translating compliance 

policy into business and IT solutions — and tasked with managing stakeholders (e.g., Legal, Compliance, 

Front Office) — Fabio focused primarily on risk models, fields/values/rules creation, interfaces with product 

systems, data migration, global/local regulatory requirements, and documentary verification requirements.
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Alyssa is an experienced Fintech sales executive who has spent over 20 years selling 

enterprise solutions to some of the world’s largest financial services organizations. She 

joined Pega in March 2020 and is responsible for leading the firm’s Customer Risk and 

Due Diligence business globally, focused on helping financial institutions achieve regulatory 

compliance and operational excellence through the power of intelligent automation. Prior 

to joining Pega, Alyssa worked at AWS in Global Financial Services, leading a relationship 

management team centered on the world’s top global banks. In addition to her financial 

services cloud experience, she spent 19 years at Bloomberg LP, where she was a founding member of 

Bloomberg’s Enterprise Data and KYC Utility businesses and led consultative sales teams delivering 

transformative solutions across the firm’s full suite of financial technology offerings. Alyssa’s professional 

experience spans financial markets, enterprise market data and distribution technologies, and cloud 

infrastructure solutions as well as regulatory process technology. 

Contacts continued

James is Senior Director and Industry Principal in Financial Services at Pega, where he 

helps companies to realize their Digital Transformation Strategy using Pega’s Client 

Lifecycle Management (CLM) and Know Your Customer (KYC) solution. Prior to joining 

Pega, James worked with both EY as a Senior Manager and Fenergo as Head of Client 

Solutions in the Americas, a position with a global reach. There he specialized in addressing 

client challenges to designing and implementing Target Operating Models that met 

regulatory compliance across Tax, Derivative Reform, KYC/AML, Beneficial Ownership and 

Data Privacy/Residency, with a focus on a client-centric approach. His knowledge and experience cover 

Corporate, Institutional, Retail, Commercial, Private Banking and Wealth & Asset Management. Prior to 

working in FinTech, James worked for a number of years as a relationship manager in Industry and earned 

a BSc in Software Engineering — a background providing him with experience as a user of banking systems 

as well as a deep technical understanding of their limitations and possibilities.
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About Pegasystems

Pega is the leader in cloud software for customer engagement and operational excellence. The world’s most 

recognized and successful brands rely on Pega’s AI-powered software to optimize every customer interaction 

on any channel while ensuring their brand promises are kept. Pega’s low-code application development platform 

allows enterprises to quickly build and evolve apps to meet their customer and employee needs and drive digital 

transformation on a global scale. For more than 35 years, Pega has enabled higher customer satisfaction, lower 

costs, and increased customer lifetime value.

PEGA CLIENT LIFECYCLE MANAGEMENT & KNOW YOUR CUSTOMER (CLM/KYC)

The Pega CLM application (which includes Pega KYC) provides 

the only globally scalable solution for large, complex financial 

institutions to manage multijurisdictional, multiproduct 

onboarding with predefined industry best practices across all 

lines of business. Our product is a robust, industry-leading, 

rules-driven application, allowing financial institutions to 

manage and drive complex regulatory requirements as part 

of onboarding and client lifecycle management. The solution 

allows for specialization of due diligence requirements 

by region, line of business, and risk. It has extensive  

out-of-the-box functionality and comes with preconfigured 

AML/CTF rules covering 60 major jurisdictions as well as CRS, 

FATCA, Dodd-Frank, EMIR, FINRA, IIROC, and MiFID II that are 

developed and updated quarterly in cooperation with a global 

team of lawyers, industry experts, and policy makers. Through 

Pega’s low code approach, the solution allows financial 

institutions to stay compliant with the constantly evolving 

regulatory landscape, while improving onboarding time and 

time-to-revenue.

The solution simplifies very complex onboarding, ensuring parallel processing of hundreds of cases for multiple 

functional areas, such as KYC, Credit, Legal, and Operations. Pega provides preconfigured customer journeys 

from onboarding through to offboarding, providing a global experience for the financial institution and client. 

Pega’s global team of experts has deployed and built onboarding and KYC solutions for more than 40 of the 

world’s largest financial institutions. For more information, visit www.pegaonboarding.com. 

http://www.pegaonboarding.com
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Pega Locations

CORPORATE HEADQUARTERS

USA: Cambridge, MA
One Rogers Street
Cambridge, MA
02142-1209

AMERICAS OFFICE 
LOCATIONS

USA: Alpharetta, GA
11175 Cicero Drive
Suite 200
Alpharetta, GA 30022

USA: Bethesda, MD
4800 Hampden Lane
Suite 200
Bethesda, MD 20814

USA: Chicago, IL
125 S. Wacker Drive
Suite 300
Chicago, IL 60606

USA: Detroit, MI
400 Renaissance Center Drive
Suite 2600
Detroit, MI 48243

USA: Dulles, VA
21000 Atlantic Boulevard
Suite 401
Sterling, VA 20166

USA: Irving, TX
222 West Las Colinas Blvd.
Suite 1650
North Tower Millennium Center 
Irving, TX 75039

USA: New York, NY
1120 Avenue of the Americas
4th Floor
New York, NY 10036

USA: Jersey City, NJ
Harborside 5
Suite 2500
Jersey City, NJ 07311

USA: Salem, NH
1 Northeastern Blvd
Salem, NH 03079

USA: Santa Clara, CA
5201 Great America Parkway
Suite 320
Santa Clara, CA 95054

Canada: Toronto, ON
The Exchange Tower
130 King Street West
Suite 1800
Toronto, ON M5X 1E3

Brazil: São Paulo
Av. Presidente Juscelino 
Kubitschek, 1455, 4th Floor
Vila Nova Conceicao
São Paulo 04543-011

Canada: Waterloo, ON
609 Kumpf Drive
Suite 103
Waterloo, ON N2V 1K8

Mexico: Ciudad de México
Alfonso Nápoles Gandara 50, 
Piso 4
Colonia Peña Blanca Santa Fe
Delegacion Alvaro Obregon
Ciudad de México
C. P. 01210

EUROPE HEADQUARTERS

United Kingdom: Reading
One Reading Central
3rd Floor
23 Forbury Road
Reading, Berkshire RG1 3JH

EUROPE & MIDDLE EAST 
OFFICE LOCATIONS

France: Paris
6 Avenue Marceau
7th Floor
Paris 75008

Germany: München
Pegasystems GmbH
Sternstraße 5
80538 München

Italy: Milan
Spaces Isola – 2nd Floor
Via Pola 11
20124 Milano

Poland: Kielce
Kielecki Park Technologiczny
ul. Olszewskiego 6
25-663 Kielce

Poland: Kraków
Bonarka4Business
(Building C)
ul. Puszkarska 7h
30-644 Kraków

Russia: Moscow
Regus Moscow
125047, Moscow, 4th
Lesnoy Lane, 4

Spain: Madrid
Pegasystems Spain
C/ Jose Abascal 41
5th floor, office 502
28003 Madrid

Sweden: Stockholm
Östermalmstorg 1
4th floor
114 42, Stockholm

Switzerland: Zürich
Dreikönigstrasse 31a
8002 Zürich

The Netherlands: Amsterdam
Atrium Tower 1 
Centre Building, 10th Floor 
Strawinskylaan 3011 
1077 ZX Amsterdam

Turkey: Istanbul
Palmiye Cad. B39A No:20
Göksu Evleri Anadolu
Hisarı Beykoz
Istanbul 34815

ASIA PACIFIC 
HEADQUARTERS

Australia: Sydney
Level 16
1 Margaret Street
Sydney NSW 2000

ASIA PACIFIC OFFICE 
LOCATIONS

Australia: Brisbane
Level 38
71 Eagle St
Brisbane City QLD 4000

Australia: Canberra
Level 8
121 Marcus Clarke St
Canberra, ACT, 2601

Australia: Melbourne
Level 5, Tenancy B,
500 Collins Street
Melbourne VIC 3000

China: Beijing
Suite 208, Tower W1
Oriental Plaza
1 East Chang An Avenue
Dongcheng District
Beijing

China: Hong Kong
4/F, Lee Garden Three, 
1 Sunning Road, Causeway Bay 
Hong Kong

India: Bangalore
Block No. 9A
Ground floor & First floor
Pritech Park SEZ
Survey No - 51 to 64/4

 

India: Hyderabad
Raheja Mindspace, SEZ
Building 12A
Survey No - 64
Hitech City, Madhapur
Hyderabad – 500081

India: Mumbai
914, Level 9, C59, G Block
BKC, Bandra (East),
Mumbai-400051
Regus Platina

Japan: Tokyo
Hirakawacho Court 8F
1-1-1 Hirakawacho
Chiyoda-ku, Tokyo 102-0093

New Zealand: Auckland
Level 10,
21 Queen Street
Auckland, 1010

New Zealand: Wellington
Office 1508, Level 15
171 Featherston Street
Lambton Wellington, 6011

Singapore
#32-04 Millenia Tower
One Temasek Avenue
Singapore 039192

Thailand: Bangkok
Office 504, Bangkok Gaysorn 
Plaza
No 999 Gaysorn Shopping 
Centre
5th Floor, Unit 5B-1
Phoenchit Rd.
Lumpini, Patumwan
Bangkok
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About Mintz

Built on Excellence, Driven by Change Mintz creates breakthrough legal strategies that help clients solve 

problems and forge ahead. Our attorneys combine legal, governmental, business, operational, and industry 

insight to help navigate shifting challenges. We help clients comply with evolving regulations, respond to scrutiny, 

manage risks, utilize new technologies, remediate 

issues and compete in emerging markets. To compete 

tomorrow, you need the best compliance, legal, and 

business strategies now. We’ll help you make the  

next move. 

Our clients trust us to provide superior legal services. 

Their confidence is grounded in how we collaborate 

with them every day. When you engage Mintz, we 

immerse ourselves in your business. And we strive to 

be among the leading legal counsel in your industry. 

We offer deep experience and insight, not just from 

serving as top legal practitioners, but also from having 

been regulators, prosecutors, and financial services 

compliance leaders. Our solutions will position you to 

compete above the rest, today and down the winding 

road. With each engagement, we work to earn our 

reputation for excellence.

Visit www.mintz.com to learn more.
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Our 550+ attorneys 
work with clients in financial services 

and other industries on mission critical 
litigation, regulatory, investigative, 
transactional, and big data matters.  

To learn more, visit us online at 
mintz.com .
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